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Settore Cybersecurity, Protezione Dati e Conformità – Direzione ICT 

Segnalazione di un tentativo di truffa con impersonificazione di un dirigente 

Gentilissimi Utenti,  

Pubblichiamo il presente avviso per segnalarvi una campagna malevola in atto in queste ore che ha come 

obbiettivo il tentativo di furto di fondi di Ateneo attraverso bonifici fraudolenti. 

La mail malevola di cui siamo venuti a conoscenza si presenta particolarmente insidiosa perché 

apparentemente sembra arrivare da un indirizzo di posta di Unimi collegato ad una figura istituzionale 

dell'Ateneo quale ad esempio Rettore, Prorettore Vicario, Prorettori, Dirigenti, Direttori di Dipartimento o 

Centro.  

Nel messaggio viene richiesto di procedere ad un bonifico urgente di 8900 euro.  

Qualora riceveste questo tipo di mail vi preghiamo di verificare attraverso altri canali, diversi dalla mail (ad 

es. telefono o contatto diretto), la genuinità della richiesta. Nel caso la mail risulti dubbia vi preghiamo di 

non rispondere e di darcene immediata segnalazione all'indirizzo: sicurezza@unimi.it inoltrando la mail 

stessa come allegato (vedi guida 

https://work.unimi.it/filepub/sicurezza_ict/Come%20Allegare%20Mail_v1.pdf)  

Vi  ricordiamo di consultare gli avvisi di sicurezza disponibili al link 

https://work.unimi.it/servizi/security_gdpr/118606.htm 

Grazie per la collaborazione 

Nicla Diomede - Responsabile Settore Cybersecurity, Protezione Dati e Conformita' - Direzione ICT 

Universita' degli Studi di Milano 

Via Giuseppe Colombo n. 46 - 20133 Milano 

Info: https://work.unimi.it/servizi/security_gdpr/118546.htm 
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