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Ufficio Cybersecurity, Protezione Dati e Conformità – Direzione Generale 

     
Avviso di sicurezza del 3 marzo 2020 

Campagna di malspam con allegato malevolo 

Gentilissimi utenti, 
pubblichiamo questo avviso per informarvi su un tentativo di compromissione veicolato attraverso 
il servizio di posta dell’Ateneo mascherato da avviso a tema “coronavirus”. 

Di seguito trovate un esempio di come potrebbe presentarsi la mail: 

 
L’allegato è un file di tipo office contenente macro malevoli avente come obbiettivo quello di 
compromettere il computer. 
 
In caso di apertura dell’allegato occorre: 

• Disconettere la postazione dalla rete 
• Effettuare una scansione completa della postazione con un antivirus aggiornato, 

comunicando a questo Ufficio i risultati ottenuti, sicurezza@unimi.it 
 
Ricordiamo a tutti di prestare la massima prudenza nell’aprire allegati sopprattutto se di tipo office 
e non sollecitati. 
 
Grazie per la vostra collaborazione a migliorare la sicurezza informatica dell’Ateneo. 
 
I più cordiali saluti. 
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