
Milano, 16 luglio 2019 

 

Gent.ssimi utenti  

E' in corso una campagna di truffa via email, indirizzata ad alcuni utenti del dominio 

@unimi.it. 

Le email in esame sembrano apparentemente inviate da un professore dell’Ateneo, 

presumibilmente il Direttore del Dipartimento di afferenza, si presentano seguendo il 

seguente schema: 

Mittente: nome.cognome.unimi.it@my.com; 

Oggetto: “URGENTE”; 

Esempio di testo: Ciao nome destinatario! Sei disponibile? 

 

Le mail non contengono virus o altri elementi malevoli ma sfruttano meccanismi di 

social engineering per truffare la vittima. 

Ricordiamo che la mail può presentarsi con alcune modifiche, raccomandiamo di non 

rispondere, in ogni caso di non inviare informazioni personali né denaro. 

Nella sezione dedicata del portale di Ateneo, sono disponibili alcune linee guida sulla 

sicurezza informatica https://work.unimi.it/servizi/security_gdpr/118582.htm. 

 

Cordialmente 

Ufficio di Staff Sicurezza ICT - Direzione Generale 
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